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**COMP6015 – Principals of Secure Operating Systems - Coursework**

**Security of the Windows OS- File System Security**

1. ***A high-level description of the security features of an OS file system***

OS security is majorly important in keeping the rigidity and anonymity of the operating system’s data and user files. The security features of an established OS are in place to protect the system’s resources such as the CPU, Memory, Storage, and any important user data stored software/hardware-side.

If these systems are not in place or poorly developed , then the severity of an attack could be dire. Any user’s data is vulnerable if any unauthorized or malicious access is granted.

In the case of Windows, the windows OS currently has many features providing top-level security for users across all systems. Windows provides extensive measures to improve the encryption and protection of data, the robustness of its system/network security and the overall intelligence of its procedures, allowing the OS to evolve and learn to counter and battle ever-developing threats.
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